
Avertissement de sécurité Typologie : Logiciel Voici un avertissement de sécurité multilingue conforme
RSGP pour les logiciels, respectant les consignes données :

**AVERTISSEMENT DE SÉCURITÉ IMPORTANT POUR LES LOGICIELS**

**Français**

**Consignes de sécurité générales:**

* Lisez attentivement et suivez toutes les instructions d'installation et d'utilisation fournies avec le logiciel. *
Assurez-vous que votre système d'exploitation est à jour avec les derniers correctifs de sécurité. *
Sauvegardez régulièrement vos données importantes. * Protégez votre ordinateur contre les virus et les
logiciels malveillants en utilisant un antivirus à jour. * Ne téléchargez ou n'installez pas de logiciels provenant
de sources non fiables. * Soyez prudent avec les pièces jointes et les liens dans les courriels suspects. * Si
vous rencontrez des problèmes de sécurité, contactez immédiatement le support technique du logiciel. *
Pour les logiciels destinés aux enfants, assurez-vous que le contenu est adapté à leur âge et qu'ils sont
utilisés sous la supervision d'un adulte.

Ce document est généré automatiquement en réponse à la réglementation européenne sur la sécurité des
produits et conformément au RGPD.

**Anglais**

**General Safety Instructions:**

* Carefully read and follow all installation and usage instructions provided with the software. * Ensure your
operating system is up-to-date with the latest security patches. * Regularly back up your important data. *
Protect your computer against viruses and malware by using an up-to-date antivirus program. * Do not
download or install software from untrusted sources. * Be cautious with attachments and links in suspicious
emails. * If you encounter any security issues, immediately contact the software's technical support. * For
software intended for children, ensure the content is age-appropriate and used under adult supervision.

This document is generated automatically in response to the European product safety regulations and in
accordance with the GDPR.

**Español**

**Instrucciones generales de seguridad:**

* Lea atentamente y siga todas las instrucciones de instalación y uso proporcionadas con el software. *
Asegúrese de que su sistema operativo esté actualizado con los últimos parches de seguridad. * Realice
copias de seguridad periódicas de sus datos importantes. * Proteja su ordenador contra virus y malware
utilizando un programa antivirus actualizado. * No descargue ni instale software de fuentes no fiables. *
Tenga cuidado con los archivos adjuntos y los enlaces en correos electrónicos sospechosos. * Si encuentra
algún problema de seguridad, póngase en contacto inmediatamente con el soporte técnico del software. *
Para software destinado a niños, asegúrese de que el contenido sea apropiado para su edad y se utilice
bajo la supervisión de un adulto.

Este documento se genera automáticamente en respuesta a la normativa europea sobre seguridad de los
productos y de conformidad con el RGPD.

**Português**

**Instruções gerais de segurança:**

* Leia atentamente e siga todas as instruções de instalação e utilização fornecidas com o software. *
Certifique-se de que o seu sistema operativo está atualizado com as últimas correções de segurança. *
Faça cópias de segurança regulares dos seus dados importantes. * Proteja o seu computador contra vírus e
malware utilizando um programa antivírus atualizado. * Não descarregue ou instale software de fontes não
confiáveis. * Tenha cuidado com anexos e links em e-mails suspeitos. * Se encontrar algum problema de



segurança, entre em contato imediatamente com o suporte técnico do software. * Para software destinado a
crianças, certifique-se de que o conteúdo é apropriado para a sua idade e é utilizado sob supervisão de um
adulto.

Este documento é gerado automaticamente em resposta aos regulamentos europeus de segurança de
produtos e em conformidade com o RGPD.

**Deutsch**

**Allgemeine Sicherheitshinweise:**

* Lesen und befolgen Sie sorgfältig alle Installations- und Gebrauchsanweisungen, die mit der Software
geliefert werden. * Stellen Sie sicher, dass Ihr Betriebssystem mit den neuesten Sicherheitspatches auf dem
neuesten Stand ist. * Sichern Sie regelmäßig Ihre wichtigen Daten. * Schützen Sie Ihren Computer vor Viren
und Malware, indem Sie ein aktuelles Antivirenprogramm verwenden. * Laden Sie keine Software aus nicht
vertrauenswürdigen Quellen herunter oder installieren Sie diese. * Seien Sie vorsichtig mit Anhängen und
Links in verdächtigen E-Mails. * Wenn Sie Sicherheitsprobleme feststellen, wenden Sie sich umgehend an
den technischen Support der Software. * Bei Software für Kinder ist sicherzustellen, dass die Inhalte
altersgerecht sind und unter Aufsicht von Erwachsenen verwendet werden.

Dieses Dokument wird automatisch als Antwort auf die europäischen Produktsicherheitsbestimmungen und
in Übereinstimmung mit der DSGVO generiert.

**Italiano**

**Istruzioni generali di sicurezza:**

* Leggere attentamente e seguire tutte le istruzioni di installazione e utilizzo fornite con il software. *
Assicurarsi che il sistema operativo sia aggiornato con le patch di sicurezza più recenti. * Eseguire
regolarmente il backup dei dati importanti. * Proteggere il computer da virus e malware utilizzando un
programma antivirus aggiornato. * Non scaricare o installare software da fonti non affidabili. * Fare
attenzione agli allegati e ai collegamenti nelle e-mail sospette. * Se si riscontrano problemi di sicurezza,
contattare immediatamente il supporto tecnico del software. * Per i software destinati ai bambini, assicurarsi
che il contenuto sia appropriato all'età e utilizzato sotto la supervisione di un adulto.

Questo documento è generato automaticamente in risposta alle normative europee sulla sicurezza dei
prodotti e in conformità con il GDPR.

**Nederlands**

**Algemene veiligheidsinstructies:**

* Lees en volg zorgvuldig alle installatie- en gebruiksinstructies die bij de software worden geleverd. * Zorg
ervoor dat uw besturingssysteem up-to-date is met de nieuwste beveiligingspatches. * Maak regelmatig een
back-up van uw belangrijke gegevens. * Bescherm uw computer tegen virussen en malware door een
actueel antivirusprogramma te gebruiken. * Download of installeer geen software van onbetrouwbare
bronnen. * Wees voorzichtig met bijlagen en links in verdachte e-mails. * Als u beveiligingsproblemen
ondervindt, neem dan onmiddellijk contact op met de technische ondersteuning van de software. * Voor
software die bedoeld is voor kinderen, dient u ervoor te zorgen dat de inhoud geschikt is voor hun leeftijd en
wordt gebruikt onder toezicht van een volwassene.

Dit document is automatisch gegenereerd als antwoord op de Europese productveiligheidsvoorschriften en
in overeenstemming met de AVG.


